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ABSTRACT

Emerging digital financial services use mobile phones
to provide access to populations traditionally excluded
from the global economy. These “mobile money” ser-
vices have proven extremely successful in their first ten
years of deployment, and provide a powerful means of
raising people out of poverty. Such services have ac-
cess to a wealth of customer information, potentially
including entire purchase histories, geolocation, and so-
cial network information. In this paper, we perform the
first study of privacy policies in mobile money services,
evaluating policies from 54 services and comparing them
to 50 policies from traditional financial institutions. Be-
cause mobile money services are developed under a wide
range of regulatory environments, we compare policies
to the industry standard (the GSMA’s Mobile Privacy
Principles) and to a traditional national standard (the
FDIC’s Privacy Rule Handbook). Our analysis shows
that almost half (44%) of these mobile money services
do not have any privacy policy whatsoever. Of the ser-
vices that do have privacy policies, roughly one-third
(33%) fail to provide them in either of the two most
common languages of their market. Furthermore, 50%
of these policies do not ever identify to the user what
data is actually being collected and stored. Finally, we
find that where policies do exist, they are often incom-
plete and difficult to read by their target customers.
These findings show that more work is needed to protect
consumer privacy within these mobile money services.

1. INTRODUCTION

Cashless systems underpin our modern economy and the
developed world now relies heavily on a massive digital
infrastructure capable of moving money across the globe
without delay. However, many parts of the world re-
main unable to easily access these traditional financial
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networks, often limiting economic expansion and bur-
dening the majority of people around the world with the
physical risks and challenges associated with managing
currency (e.g., theft, difficulty performing transactions,
etc).

“Mobile money” services attempt to address this prob-
lem by making phones into payment platforms. Two
arbitrary parties, whether in person or at a great dis-
tance, can easily transfer money between each other
instantaneously. Technologically, this is implemented
by various means: built-in “apps” for feature phones,
simple text messages exchanged with the mobile money
system, and in some limited cases smart phone apps.
‘While conceptually simple, this technology has proven
transformative. First, citizens incapable of visiting tra-
ditional banking services or maintaining relatively high
minimum balances can participate in such services and
pay only minimal transaction fees. Second, because vir-
tually anyone with a phone can participate, it is sim-
ple for nearly every person and vendor in a country
to be enrolled in the service. Finally, many such ser-
vices are using information gathered on transactions to
generate non-traditional creditworthiness measurements
and insurance profiles, further enabling those in devel-
oping economies to gain access to investments that have
proven essential for raising people out of poverty [39].

The implications of collecting and managing customer
data in this environment are more risky than in tradi-
tional financial services. Specifically, because true peer-
to-peer payment is enabled by mobile money services,
they learn both their customers’ entire financial history
and their social network. Moreover, many services also
collect supplementary information including geographic
location and the names of other applications installed
on a device. The need for strong, clearly written pri-
vacy policies is therefore evident, and has been strongly
supported by the industry group (i.e., the GSMA) since
2011 [43]. However, how the industry has adopted such
regulation has not previously been explored.

In this paper, we perform the first independent anal-
ysis of privacy policies for the mobile money industry.
While work has been done to evaluate privacy policies
of traditional financial services in the past [13,19,37],
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ours is the first work to evaluate mobile money services,
which are generally run by non-traditional financial enti-
ties (e.g., telecommunications providers) and are there-
fore not subject to the same kinds of regulations as the
conventional banking industry. Second, we are not at-
tempting to measure the “goodness” of the standards
for the industry; rather, our work seeks to measure mo-
bile money services against standards that are already
in place. We believe this is critical as it measures the
health of consumer privacy within the industry as expec-
tations are currently set. Arguments for greater protec-
tions beyond what is suggested can always be made. Fi-
nally, mobile money services served approximately 411
million customers in 2015, and recent moves including
demonetization in India put the industry’s population
base in the billions [38]. As these customers often rep-
resent many of the world’s most financially vulnerable,
it is critical for the privacy community to ensure that
they are adequately protected.

We make the following contributions:

Compare Policies Against GSMA and FDIC Rec-
ommendations: Given that mobile money services
are deployed across a wide range of regulatory environ-
ments, performance against a single national standard
for privacy policies would be incomplete. Accordingly,
we determine how these services conform to the mo-
bile money industry (i.e., the GSMA) and widely used
government (i.e., the US Federal Deposit Insurance Cor-
poration (FDIC)) recommendations for communicating
privacy policies. Our analysis shows that mobile money
services lag significantly behind traditional financial in-
stitutions, with 44% having no available policy. More-
over, where policies are available, their coverage of crit-
ical topics is often limited. All but one service fail to
meet either standard.

Measure Readability: Literacy rates are often lower
in the developing world. To measure whether or not
privacy policies adjust for this difference, we use multi-
ple tests of readability from the linguistics community
to compare traditional financial and mobile money offer-
ings. We show that, on average, privacy policies for mo-
bile money services have a higher grade-level readabil-
ity score than traditional banks (12.1 vs 10.8), meaning
that such policies are in general harder to understand.

Measure Availability in Official Languages: Given
that mobile money services are available in a wide array
of countries, we would expect that we would see privacy
policies available in a wide array of languages. Unfor-
tunately, our study shows of the mobile money services
that have a privacy policy, 33% of them do not have have
a version written in the first or second official language
of their country of operation.

We believe that our results point to a critical prob-
lem for mobile money services: privacy policies are not
widely available, and where they are, the majority of
them suffer from low readability and coverage issues. By
providing the first such study of these policies, we be-
lieve that government and industry regulators can (and
must) better address this problem.

The remainder of the paper is organized as follows: Sec-
tion 2 discusses related research; Section 3 provides back-
ground on mobile money; Section 4 describes our method-
ology; Section 5 provides our results; Section 6 further
discusses the implications of these results, and Section 7
provides concluding remarks.

2. RELATED WORK

Mobile money services have had enormous positive im-
pact in enabling financial inclusion in the developing
world. However, the security provided by such services
has recently come into question. First generation ser-
vices, which rely on SMS or USSD channels in 2G net-
works, are inherently insecure due to the use of weak (or
no) ciphers on the air interface and the lack of strong
end-to-end encryption [10,28]. Unfortunately, Reaves et
al. [31] demonstrated systemic problems in smart phone
apps throughout the ecosystem, including poor configu-
ration, failure to properly authenticate certificates and
in some cases, a complete lack of any protections. More-
over, most developers failed to improve the security of
their applications over a year later in spite of receiv-
ing detailed vulnerability reports [30]. Castle et al. in-
terviewed developers to understand the cause of such
weaknesses, learning that many developers had diffi-
culty properly using security libraries [11].

Creating “good” privacy policies is a challenge in and of
itself. Entities handling user data must strike a care-
ful balance between both comprehension and compre-
hensiveness. A number of researchers [21,32,36] pro-
vide guidelines for policy creation. McDonald and Cra-
nor [25] argued that a singular focus on coverage repre-
sents a significant expense to users and determined that
it would take users over 200 hours per year to read the
policy of each website visited. Other researchers have
attempted to achieve such balance, using techniques
such as bulleted lists [17], privacy “nutrition labels” [22],
and natural language processing for minimization [46].
Unfortunately, while such techniques appear to improve
readability, only one (Federal Reserve privacy notice
template) has been adopted at large scale [4]. Our work
is able to bypass this challenge to some extent, as it
seeks to measure adherence to widely known standards.

While Reaves et al. [31] did evaluate the terms of ser-
vice for mobile money services they studied, the state
of privacy policies in the mobile money environment
has not previously been examined. Academic analy-
sis of privacy policies in financial services dates back
to at least 2001, with Hochhauser’s study demonstrat-
ing that understanding the privacy policies of the top
60 US-based financial institutions required an average
reading level of 15.6 (i.e., the reading level of a 3rd year
college student) [19]. Jensen and Potts [20] measured
readability and accessibility in the privacy policies of
well-known websites, similarly finding a great need for
improved readability. More recently, Cranor et al. [13]
conducted a large-scale study of 6,191 US-based finan-
cial institutions and focused on their policies for third
parties, reasons for data sharing, and opt-out. Closest
to our work is that of Sheng et al., [37] which found
a lack of significant improvements to privacy policies

98 Thirteenth Symposium on Usable Privacy and Security

USENIX Association



after the passage of the Gramm-Leach-Bliley (GLBA)
Act [45], which mandated that banks make clear how
they handle private customer data.

3. MOBILE MONEY

Billions throughout the developing world lack access to
even the most basic financial services, and this especially
includes many of the world’s poor [7]. Financial ex-
clusion result in difficulty receiving wages, government
transfers, remittances, making payments, and transfer-
ring money to local friends or relatives. This is to say
nothing of the lack of simple conveniences provided by
the modern financial services. There are a number of
reasons why the poor are excluded from traditional fi-
nancial services, including account fees, difficulty con-
ducting business during relatively limited banking hours,
and simple lack of available services (especially in rural
areas).

In recognition of this problem, governments and devel-
opment agencies are embarking upon programs to im-
prove financial inclusion. These efforts are worthwhile
because making saving and transferring money easier
gives participants the ability to better support them-
selves as well as provide a safety net for family and
friends. In many cases, such safety nets prevent minor
financial setbacks from becoming personal crises.

One of the barriers to financial inclusion is that tradi-
tional brick-and-mortar banking comes at a high over-
head, and it is simply not economical to provide services
to customers with low transaction volume or balances.
As a result, governments and NGOs are turning to a
new model for financial inclusion: digital financial ser-
vices served through ubiquitous mobile devices.

Services that provide the ability to store value and make
payments through mobile phones are often called “mo-
bile money services.” The first such service, M-Pesa,
was deployed by SafariCom in 2007. M-Pesa pioneered
a model where users could send and receive payments
directly from their mobile phone, as well as deposit and
withdraw funds from an account at any local airtime
vendor. This model quickly achieved enormous success,
and by 2013 M-Pesa supported payments amounting to
a third of Kenyan GDP [26]. Other carriers and third
party providers have taken notice, and supported by de-
velopment organizations like the Gates Foundation and
the World Bank, industry consortia like the GSMA, as
well as motivated by their own commercial interest, mo-
bile money services have been deployed in developing
countries worldwide. Mobile money services have been
augmented by other financial services — notably micro-
finance (small loans) and even life insurance. Figure 10
in Appendix 7 shows the EcoCash mobile app payment
interface.

Mobile money services are distinct from both traditional
mobile banking (i.e., phone-based access to traditional
banking accounts) and many popular mobile payment
services in developed countries (e.g., PayPal, Venmo).
Figure 1 highlights the most important differentiators.

First and foremost, mobile money is distinct because

Mobile Banking &

Mobile Money Mobile Payments
.~ 7 _——
thO EC®.CASH
& Pay
Target Unbanked Existing
Audience consumers customers
Financial Non-interoperable, Global interoperable
System closed-loop financial network
Regulators Financial, Telecom, or  Financial regulators
9 other agencies only
Technology SMS, USSD, Mobile Internet Only

Mobile Internet

Figure 1: Mobile money services are distinct from tra-
ditional mobile banking and mobile payments in several
important ways.

of the market it serves. Mobile money services pri-
marily target unbanked customers new to financial ser-
vices, while traditional mobile banking and payment
services focus on providing new features to existing cus-
tomers. Second, mobile money is neither based on nor
is currently interoperable with the existing traditional
banking service. In fact, mobile money services are
only rarely interoperable with one another, even within
the same market. By contrast, both traditional mobile
banking and mobile payment services like Apple Pay
interact with the global banking network.

Mobile money services are also technologically unique.
Some services are available exclusively through mecha-
nisms compatible with feature phones like SMS or Uni-
versal Supplementary Services Data (USSD) in the cel-
lular network. As smartphones increase in popularity
in developing countries, more mobile money services are
deploying smartphone apps. Many of these services, re-
gardless of whether they operate using legacy channels,
smartphone apps, or both, often expose their users to
avoidable security vulnerabilities that place their users
at risk of loss of funds or disclosure of personal infor-
mation [11,31]. This is particularly troubling because
the terms of service of most of these services hold users
accountable for losses due to fraud, in contrast to regula-
tions and policies like those in the United States, which
limit the consumers’ exposure to and liability for loss.

In fact, regulatory structures are another area where
mobile money is distinctive compared to traditional bank-
ing. Many governments are enabling and encouraging
mobile money growth by significantly relaxing the regu-
latory requirements for mobile money services. For ex-
ample, many “Know Your Customer (KYC)” and anti-
money laundering and countering financing of terror-
ism (AML/CFT) regulations are significantly relaxed to
enable simple and practical enrollment of mobile money
users. These regulation relaxations are necessary for
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.

Figure 2: Countries represented in our selection of all
mobile money services known to have Android apps.

mobile money to be successful, and AML/CFT goals
are typically addressed by simply limiting the balances
users are allowed to accumulate. However, the need for
relaxed regulations in registration does not mean that
regulations in other areas — particularly for data secu-
rity, fraud liability, and data privacy — are unnecessary.
Many mobile money services use transaction data to
generate non-traditional creditworthiness measurements
for users in developing economies.

4. METHODOLOGY

Our research seeks to address three main questions. First,
do mobile money applications have privacy policies and,
if so, what do they cover? Second, are these policies
written such that they are understandable by their target
audience? Finally, are these policies written in the most
commonly spoken languages in the country in which the
application is deployed?

To answer these questions, we began by collecting pri-
vacy policies of the top US banks by assets to serve as
a reference group. We chose these banks because they
have a well-understood regulatory structure. Because
a similar set was studied in prior work [19], we argue
that our observations in this space serve as a compar-
ison point for emerging digital financial services. We
then collect all available privacy policies for all 54 mobile
money applications known to have an Android app in
2016. We focus on services with Android apps because
smartphone applications have the ability to collect ex-
tremely fine-grained data about their users’ behavior, in
contrast with the limited data collection made possible
with feature-phone based services.

We then manually code these policies to investigate com-
pliance with the industry-wide guidance provided by the
GSMA as well as the guidance provided by the FDIC.
The GSMA Mobile Privacy Principles represent an in-
ternational accord on privacy polices agreed to by the
industry trade group. The GSMA principles have been
publicly available since 2011 [43], thereby allowing suf-
ficient time for mobile money services to incorporate
its requirements. We note that the GSMA has also re-
leased a Code of Conduct specifically for mobile money

providers [42]. This document directly addresses issues
of user privacy, and explicitly calls on mobile money ser-
vices to ensure the following principles: “Governance”,
“Transparency and Notice”, “User Choice and Control”
and “Minimization of Data Collection and Retention”.
We decided to use the more complete set of Mobile Pri-
vacy Principles [43] for three reasons. First, the Code
of Conduct has only been publicly available since 2014,
three years fewer than the Mobile Privacy Principles
document. Second, with the exception of “Governance”,
each of the practices in the Code of Conduct maps di-
rectly to a principle in the Mobile Privacy Principles.
“Governance” most readily maps to “Accountability and
Enforcement”. Third, because mobile money services
comprise mobile applications, the more explicit Mobile
Privacy Principles apply to them as well.

Why use the FDIC principles: The FDIC prin-
ciples [16] provide a more comprehensive standard by
which to evaluate privacy statements than the GSMA
standards. It was simply not practical to judge each
policy based on the standards of the 32 different coun-
tries for which we collected mobile money apps. Accord-
ingly, to have an objective basis of comparison, we chose
to standardize our analysis on the FDIC standards and
the GSMA standards. Including the FDIC principles
allowed us to compare the policy coverage of US banks
and mobile money applications to both US and inter-
national standards, although we understand that there
are many confounds that will affect this comparison.
We do not claim that the FDIC principles are an ideal
standard, but an objective one that has been widely
examined. It is also one we believe to be reasonably
comprehensive. We readily admit that existing mobile
money policies may not have been written with FDIC
standards in mind; at the same time, the FDIC princi-
ples are general enough that we believe that the content
they cover should be in any good privacy policy.

We conclude with an analysis of readability of policies
and an analysis of availability of mobile money policies
in dominant languages in their respective countries.

4.1 FDIC and GSMA Regulations

The GSMA and FDIC identify key principles that all
privacy policies should adhere to and include. Below
are the 11 principles used in our privacy policy analysis:

GSMA

Purpose of Data Collection: Policies should disclose the
purpose of collecting, accessing, and sharing user data
and ensure that each purpose is for legitimate business
operations.

Children and Adolescents: If applicable to children, the
service should guarantee that the child’s personal infor-
mation is properly collected and should abide by all laws
related to children’s privacy.

Accountability and Enforcement: Employees are held
accountable for proper use and protection of user data.

FDIC
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Collection Process: Notices should list the types of per-
sonal information that is collected.

Definitions: Notices should terms concerning collection
process, information disclosure, etc.

Ezxamples: Notices should include examples of the col-
lection process, information disclosure, etc.

Third Parties: Notices should disclose affiliates that the
bank shares nonpublic personal information with.

FDIC & GSMA

User Choice and Control: Notices should disclose the
user’s right to opt-out and how users can control the
use of their personal information.

Security: Notices should disclose how personal informa-
tion of users will be protected and safeguarded.

Sharing Process: Notices should include the personal
information of users that may be disclosed.

Data Minimization/Retention: Information sharing prac-
tices of personal information of former customers should
be disclosed and only the minimum amount of user in-
formation should be collected, accessed, and used at all
times.

4.2 Selection and Collection Process

We compiled a list of the top 50 U.S. banks (by as-
sets) based on the Federal Reserves Statistical Release
of Large Commercial Banks [5]. We used the GSMA
Mobile Money Tracker [18] to identify mobile money
services, then manually searched the Google Play mar-
ket and mobile money provider websites to locate those
with smartphone applications. While a large number of
applications exist, we carefully inspected each candidate
application to ensure that it actually provides payment
functionality. We identified 54 such services from 32
countries, as shown in Figure 2.

We located and downloaded privacy policies for all of the
banks and mobile money services studied. Our search
process was systematic and exhaustive, and is described
below.

For a mobile money service, we first visit the app’s
Google Play Store profile to determine if a privacy policy
link exists. If yes, we downloaded the policy from the
Play Store. Otherwise we visit the website link in the
Play Store (if present) or search Google for the website.
If a website was not found after the Google search, the
app was marked as not having a policy.

On the website for a mobile money service or bank, we
first search for app’s privacy policy on the main page.
If not found, we searched the website to locate a policy.
As a last resort, we examined the “About” pages of the
website, then directly searched Google for a policy. Fi-
nally, if no policy had been found, we mark the bank or
service as not having a policy.

We gathered every privacy notice/policy available on

each bank or service’s website, including documents termed

” @ ”

“privacy policy,” “privacy notice,” “consumer privacy pol-

” @ ” @

icy,” “cookie policies,” “online privacy policies,” and “mo-
bile privacy policies”. Where applicable, we also inves-
tigated “terms of service” documents. We collect and
analyze all privacy related documents, because some of
the banks used the terms “privacy notice” and “privacy
policy” interchangeably.

4.3 Coding Process
We conducted a manual coding analysis to determine
which principles our collected policies adhered to.

Our coding analysis consisted of two key phases: an ini-
tial key word search and subsequent manual analysis.
Before coding, we generated a codebook that directly
correlated to our policy principles. For example key-
words for the user options principle included disable,
edit, user can request, user can edit, user can change.
We show our codebook in Appendix 7 in Table 3.

We note that a document only needed to simply mention
the principle to receive credit for covering that princi-
ple. We do not otherwise evaluate the extent to which
we believe the policy adheres to the letter or spirit of the
recommendations. Because our work primarily is con-
cerned with whether policies cover the requisite data at
all, the absence of a principle in our reports is a strong
indicator important privacy issues are being ignored by
a particular policy. Thus, the keyword analysis was suf-
ficient to show that most of the mobile money policies
failed to mention why data was collected.

Two of the authors, both PhD students with a prior
graduate course in privacy communication, served as
the coders. Coders were provided with a digital copy of
each policy document. A Google Form was created to
streamline the coding process and eliminate error. The
coders were instructed to score each policy based on the
11 principles and their corresponding keywords. Dur-
ing the coding process, if the coder did not find exact
keywords in the codebook but did find similar text, the
coder was instructed to use their best judgment when
scoring that principle. The coders were instructed to
only assess the policy document and not any other re-
sources (e.g., website.) If neither the keywords nor sim-
ilar text were found for a specific principle, the policy
received a score of zero for that principle.

Once all documents were analyzed individually, we com-
bined the results for every bank or service so that if
any of a bank or service’s documents discussed a princi-
ple, we consider that bank or service as having a docu-
mented policy for that principle. For example, Bank of
America’s Consumer Privacy Notice discusses data min-
imization/retention, while the Cookie Guide does not.
Thus, we mark Bank of America as having a policy for
data minimization since at least one of its documents
discussed the principle.

The results of the independent trials were compared and
mutually reconciled to arrive at the reported data. Dur-
ing the reconciliation process, if the results of the coders
differed, we discussed the instructions and thought pro-
cess with both coders to determine the final score for
each policy and principle.
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Figure 3: Representation of policies that cover each principle in the GSMA, FDIC, or both sets of recommendations.

For every principle, banks outperform mobile money services

We computed Cohen’s Kappa to measure inter-rater re-
liability on codings of each policy. Coders agreed “sub-
stantially” (k>0.8) on five categories: Purpose and Use,
Children and Adolescents, Definitions, Examples, and
Security. In addition, the results of five other categories
(Accountability and Enforcement, Collection Process,
Third Parties, User Choice and Control, and Data Min-
imization/Retention) were classified “moderate” (0.41-
0.60) and one (Sharing Process) was classified “slight”
(0-0.20) [23]. In this latter case, the coders differed
in their interpretation of whether the Sharing Process
principle was met. Omne coder gave the policy credit
if it simply mentioned sharing, while the other coder
looked for a more concrete process (e.g., the sentence
“We will limit the access, collection, sharing, disclosure,
and further use of your Personal Information to meeting
legitimate business purposes or to otherwise meet legal
obligations” in the GCash policy was interpreted differ-
ently). Coders reconciled their differences by agreeing
to adopt the broadest reasonable interpretation of the
principle. The same procedure occurred with respect to
categories with moderate kappa values.

4.4 Readability Analysis

The linguistics community has created a number of met-
rics that compute a document’s readability score in-
dexed to “grade level” expectations of reading ability. While
there are a number of such scores, including the well-
known Flesch-Kincaid score, the linguistics community
has yet to identify a single, “gold-standard” technique.
Accordingly, it has become common (including within
the literature on privacy policies [8] and medical docu-
ments [9,15,40]), to use more than one readability scor-
ing mechanism in their study.

To measure the readability of our privacy policies, we
first manually condense the various policies into individ-
ual text-only documents to be analyzed. This manual
canonicalization ensured that formatting and typogra-
phy (e.g., two-column documents) did not prevent an
accurate assessment. We then calculated a number of
properties of the submitted text, including five readabil-
ity scores, the estimated reading time, and summary
statistics like word counts. We computed the Flesch-
Kincaid Grade Level score, the Gunning-Fog score, the
Coleman-Liau Index, the SMOG Index, and the Au-
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tomated Readability Index. Large, distinct documents
had their readability assessed independently, then aver-
aged to produce the final score for a bank or service.

4.5 Language Analysis

Many mobile money services operate in nations that are
multilingual, and it is important that the policies are
provided in languages users actually can read.

Mobile money is a global phenomenon, but practically
all services serve a single country. Because language
needs vary in different countries, we searched the web-
site of each mobile money service for the availability of
privacy policies in multiple languages. To enable an ob-
jective comparison among services, we search for only
the top two languages in the relevant country as re-
ported by the CIA World Fact Book [6]. In some cases,
the World Fact Book reports actual percentages of pop-
ulation that speak a particular language; we use those
figures to identify the “top two” languages where avail-
able. When unavailable, we use the first two languages
listed in the World Fact Book. We also found that
three countries with mobile money services (Uruguay,
Dominican Republic and Brazil) only had one official
language, and our reported results reflect this.

We note that our analysis of policy details is limited to
the available English-language policies. A deeper anal-
ysis of non-English policies was not possible given that
we found documents written in more than 10 languages.
Additionally, because automated translation is known
to be an open problem, we did not attempt to use such
tools to translate such documents as they were likely to
unfairly create errors.

S. RESULTS

The individual banks and services studied and their per-
formance on all 11 guidelines are presented in Table 1
and Table 2 in Appendix 7. A summary of the counts of
both banks and mobile money services adhering to each
principle are are shown in Figure 3a and Figure 3b. In
the figures, we present whether mobile money systems
adhere to the recommendations we describe in two ways.
The first is a total count basis: “of the systems we an-
alyze, how many provide the recommended disclosures
to their users.” This reflects the ability of mobile money
users to learn about how their data is used. The second
is on a percentage basis: “of the policies we have, how
many adhere to the recommendations for privacy disclo-
sure.” This second graph indicates the overall coverage
of policies when they exist. We provide the first analysis
of how privacy is guaranteed in mobile money services
and how it compares to privacy in an established bank-
ing ecosystem.

5.1 Availability and Freshness

Our first analysis looks at the availability and update
frequency of privacy policies for both top US Banks and
mobile money services.

Policy Availability: We find that all of the 50 US
banks provided at least one privacy policy document.
However, only 30 out of the 54 mobile money services

we examined had a privacy policy, meaning that 24 ser-
vices, or 44.4% of all mobile money services with smart-
phone apps, had no privacy policy of any sort, rendering
any analysis of their handling of sensitive data impos-
sible. This means that neither privacy experts nor end
users have any knowledge of the data practices of these
services, much less any rights or guarantees about how
that data will be used.

Update Frequency: Privacy policies should be reg-
ularly updated to ensure that they still reflect current
data handling practices. While the FDIC requires all
banks to develop and disseminate updated privacy poli-
cies at least once in any 12-month period [16], we found
that only 30 of the 50 banks had policies that had been
updated within the past year. Mobile money services
demonstrated less frequent updates of privacy policies.
Of the 30 services that had a privacy policy, only 9
(30%), included information about when they were ei-
ther written or last updated. Of these 9 services with
dated policies, only 5 (17%), had policies that had been
updated within the past year.

These first two measures already indicate an important
difference between the practices of traditional financial
institutions. While both sectors could improve their
performance in keeping policies updated, traditional fi-
nancial institutions far outperform mobile money ser-
vices in making policies available.

5.2 Policy Content

We next examined the content of the privacy policies
we obtained to determine how they adhered to both na-
tional regulators (FDIC) and industry guidelines (GSMA).

Substantially more banks adhered to every principle we
track than mobile money services. Only one mobile
money service, GCash, covers all principles. This is
surprising because many more banks conformed to the
GSMA recommendations than mobile money services.
It is important to note that the GSMA is a consortium
of mobile phone carriers, and banks are not members.
However, many mobile money services are operated by
carriers that are members of this organization. This
means that US banks have a significantly higher rate of
adherence to a standard that they are not party to than
an industry that has agreed to implement the standard.

(GSMA) Purpose and Use: The purpose of data
collection information is critical to users. While every
bank privacy policy indicated the purpose of data collec-
tion, only 19 mobile money services, or 63% of services
that have any privacy policy, indicate why data is ac-
tually being collected. The remaining services give no
indication as to the purpose of data collection.

(GSMA) Children and Adolescents: The GSMA
Principles recommend that any service intended for use
by children have special policies for the data collected
by child users. We believe that mobile money services
operate in a “gray area” in this respect. Mobile money
services are not intentionally marketed for children, but
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where mobile money services are commonly used, chil-
dren will likely use these services. We note that there is
very limited consideration of children’s privacy amongst
mobile money service policies, and it is only mentioned
in 5 mobile money policies, in contrast to 27 bank poli-
cies. However, in both cases a substantial number of
policies make no mention of children (83.33% of mobile
money service policies and 46% of bank policies, respec-
tively). We believe both mobile money services and US
banks should consider this issue more seriously.

(GSMA) Accountability and Enforcement: GSMA
principles charge employees with a duty to maintain
data privacy according to the the privacy policy. How-
ever, only 8 US banks and 3 mobile money privacy poli-
cies have any mention of the obligations of employees.
We note that many policies may not explicitly discuss
this principle, presuming employees will be responsible
for implementing published policies.

(FDIC) Collection Process: The FDIC recommends
that financial services disclose what personal data is col-
lected. While mobile money services tended to at least
mention this principle at a higher rate than other prin-
ciples (24 services, or 80% of available policies), they
still fall short of the 96% coverage rate of US banks.

(FDIC) Definitions and Examples: Definitions and
examples are key components of privacy policies be-
cause they give the user a clear understanding of the
terms used in the policy and the specific information
that will be used throughout their interaction with the
bank/service. In the most significant quantitative dif-
ference seen between the two groups of policies, almost
all bank policies provided definitions of the data (47
policies) that would be collected from users and gave
examples of its usage (48 policies). In contrast, only 8
mobile money service policies defined what type of data
would be collected and only 14 policies gave examples of
its usage. Even though policies may technically inform
users of the data being collected, they can be obfuscated
such that the data collected and shared is difficult to de-
fine. We find the majority of mobile money services with
a privacy policy fail to identify to their users what data
is actually being collected or stored.

(FDIC) Third Parties and (Both) Data Sharing
Practices: Notices of third party data sharing prac-
tices are another critically important aspect of privacy
policies. Our measurement of principles distinguishes
between whether third party interactions are discussed
(“Third Parties”) and whether there are additional de-
tails about what is being shared with third parties and
why (“Sharing Process”). We find that 24 mobile money
services (80% of those with policies) address third par-
ties in their policies, and this is actually at a rate com-
parable to the 41 US banks (82%). However, when it
comes to details of the sharing process, there is a sig-
nificant disparity between our two populations. All US
banks discuss this issue, compared to only 21 mobile
money services (70% of available policies). This dispar-
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Figure 4: The total number of principles covered by
banks and mobile money services. While the US banks
meet most of the FDIC and GSMA principles, the mo-
bile money industry falls far short of these standards.
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Figure 5: Reading Grade Level scores of U.S. banks and
Mobile Money services.

ity is troubling, as sharing of data with unaffiliated third
parties is a serious concern for customers.

(Both) User Choice and Control: While nearly ev-
ery US bank (49, or 98%) provided information about
a user’s ability to opt out of data collection sharing,
only 23 mobile money services (77%) offered informa-
tion about a user’s options to control the use of their
data. We note that the United States defines a right
of a customer to limit certain types of sharing, and this
may explain why US banks discuss this at a greater rate.
Nevertheless, this principle is present in both GSMA
and FDIC recommendations, so mobile money services
should improve their discussion of this issue.

(Both) Security: Both the GSMA and the FDIC rec-
ommend that services provide information about the se-
curity mechanisms used to protect the collected personal
information. Nearly every US bank studied offers this
information in a privacy policy (49 policies, or 98%). In
addition, 26 of the mobile money services (87%) mention
data security in some form. It is important to note that
in this study we are simply evaluating whether policies
discuss security. Given the substantial difficulty in en-
suring data security, any security claims must be subject
to healthy skepticism [30,31].
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(Both) Data Minimization and Retention: The
final principle we measure is whether policies mention a
data minimization policy or a data retention policy. We
find that many US banks and mobile money services
do not cover this. Only 32 US banks (64%) feature
policies that cover this principle, and an even smaller
number — 12 mobile money services (40%) — discuss
this principle. Given the pervasiveness of data breaches,
more banks and mobile money services need to adhere
to good data minimization and retention policies and
inform their customers of these practices.

Aggregate Analysis: With our analysis of each of the
individual principles complete, we are now able to judge
the overall state of the two markets that we study.

Figure 4 demonstrates the distribution of overall cov-
erage of privacy polices defined by banks and mobile
money services in the form of a histogram. All bank
policies have at least 6 principles covered, and 20 banks
cover exactly 10 principles. By contrast, mobile money
policies tend to be far less complete than US banking
policies, and it is clear that in absolute terms too many
mobile money services do not have privacy policies that
adhere to well-established best practices.

5.3 Readability

Our next goal was to characterize the readability of pri-
vacy policies. As discussed in Section 4.4, we use a series
of grade-level estimation techniques from the linguistics
community to score each policy. Of the 30 mobile money
services that had privacy policies, 23 of these were orig-
inally written in English. Because different languages
have different characteristics in terms of sentence struc-
ture and verbosity, to ensure that our results were con-
sistent, we only calculated the readability scores of those
23 policies.

Figure 5 shows our results. US Banks scored an aver-
age grade-level readability score of 10.8 (o2 = 1.9), and
had a range of between 8.2 (Northern Trust) and 14.6
(Deutsche Bank). Mobile money services had a higher
mean reading level of 12.1 with much greater variance
(0% = 5.3), and a range of 9.4 (UseBoom) to 18.4 (In-
dosat).

To determine if the differences in scores in these two
populations are statistically significant, we performed
a two-tailed Mann-Whitney-U test. We selected this
test over a traditional t-test because it does not assume
that the populations are normally distributed. Our null
hypothesis was that there is no difference between the
readability of the mobile money and traditional bank-
ing policies. We selected a significance threshold o =
0.001. We note that we chose this extremely conser-
vative threshold to control for the fact that our two
datasets differed in variance. The analysis resulted in
a z-score of -3.29525 with a corresponding p-value of
0.00096, which is below our conservative threshold of
significance. We also calculated an effect size of r =
0.39, which represents between a medium (0.3) and large
(0.5) effect size [12]. Therefore, the null hypothesis is
rejected and there is a statistically significant differ-

ence between the readability of privacy policies of mo-
bile money services and U.S. banks. The implication of
this analysis is that mobile money policies, on average,
appear to be more difficult to comprehend than their
traditional banking counterparts.

To further understand the difference between these two
sets, we then characterized policy lengths. US Banks
had a mean count of 1492 words (02 = 660.7). State
Street’s policy had the highest word count (3494), while
First Merit was the lowest (557). In general, policies
with greater word counts tended to have lower read-
ability scores. Surprisingly, mobile money services had
a slightly shorter mean length of 1374 words but with
dramatically higher variance (0® = 1373.2). These re-
sults can be better explained by looking at specific data
points. Suvidhaa, for instance, had the greatest word
count (5518), while EcoCash had the shortest (68). Eco-
Cash is not alone in writing an extremely short pol-
icy; TigoPesa’s policy is only 268 words long. Figures 8
and 9 show the entirety of these two short policies.

We again sought to determine if our observations were
statistically significant. Accordingly, we performed a
two-tailed Mann-Whitney-U analysis on the word count
results. For that analysis, we again set o = 0.001 to con-
trol for the increased likelihood of a Type-1 error given
the differences in variance of the datasets. Our null hy-
pothesis was that there was no difference in the length
of the privacy policies for the mobile money services and
US Banks. The analysis yields a z-score of 7.08221 with
p-value less than 0.00001. Moreover, with a large cal-
culated effect size of r = 0.83, we determined that our
results were indeed statistically significant and we could
reject the null hypothesis. This implies that length of
privacy policies for mobile money services differs signif-
icantly from those of traditional banks.

As a final measure of readability, we plotted our mea-
sured word counts against the grade-level estimations.
Figure 6 shows our results, and includes two important
trendlines. While both mobile money and US Banks see
the grade-level requirement to understand their policies
increase as the word count increases, mobile money ser-
vices experience this trend in a greatly accelerated fash-
ion. Second, while the privacy community has gener-
ally advocated for shorter policies in the past, our read-
ability and coverage analyses demonstrate that shorter
policies alone are not necessarily “better.” Counterintu-
itively, mobile money services tend to have short policies
that are harder to read.

5.4 Language

In our final analysis, our goal is to determine whether
the privacy policies supplied by banks and mobile money
services are available in popular or official languages in
the countries where they operate. This is a more general
question of whether these policies are actually readable
by the population for whom they are designed to serve,
also noted by [44]. For example, a low-grade level pol-
icy written in English is still not readable to a customer
who only speaks French. The question of language avail-
ability is critical since the principles expressed by these
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Figure 6: Reading grade level vs. word count of U.S.
bank policies and mobile money policies. Note that mo-
bile money policies tend to be shorter and yet more dif-
ficult to read.

policies become meaningless if the population of cus-
tomers is unable to read them.

For US banks, every privacy policy that we examined
was available in English. While the United States does
not have an official language, English is by far the most
popular language of communication, with over 230 mil-
lion people primarily speaking it at home, while Spanish
is the second-most popular language spoken in the coun-
try [35]. US banks fall short in addressing the needs of
these customers as only 13 of the 50 (or 25%) of financial
institutions we reviewed listed privacy policies in Span-
ish on their website. Furthermore, Spanish-speaking
customers would likely have difficulty even accessing
this information from these websites, as only two in-
stitutions, Fifth Third and East West (4% of the total)
allowed users to view the entire website in Spanish.

While US banks could make greater efforts to make
their privacy policies accessible to speakers of other lan-
guages, the challenges faced in providing policies in read-
able languages in the US pale in comparison to those
presented in the mobile money space. As discussed ear-
lier in this section, only 30 of the 54 mobile money ser-
vices that we examined had any privacy policies at all.
We used the CIA World Factbook [6] to determine the
most widely-spoken languages in the countries of oper-
ation for these services. Many of the countries where
these mobile money services are deployed have more
than one official or commonly spoken language, making
the question of language accessibility even more impor-
tant.

Figure 7 shows the extent of these language accessibility
challenges for mobile money services. We found that of
the 30 services with policies, only 20 were available in ei-
ther the first or second most widely-spoken language of
the service’s native country, with 16 policies available in
the most widely-spoken language and 6 available in the
second-most widely-spoken language. This means that
10 of the 30 mobile money services with any sort of pri-
vacy policy, or 33% of this group, do not have policies
written in languages readable by speakers of the most
widely-used languages in their countries. These popu-
lations are disempowered from learning about their pri-

20

vacy rights because of this lack of language accessibility.

We also found that only 13 mobile money service web-
sites (or 43% of the services with a privacy policy) were
available in either the first or second-most widely spoken
language within that country.

These issues represent a serious impediment to inclusion
and privacy. The lack of accessible material results in
the inability for large segments of the population to be
able to make informed choices regarding their privacy.
It is imperative that customers have the opportunity
to understand their rights and options for controlling
their personal data, and there can be no meaningful
ability to do so unless customers are provided materials
comprehensible to them in the languages they use.

5.5 Mobile Payment Apps

Our previous results showed a clear difference between
privacy policies in US Banks and mobile money sys-
tems. We were also interested to know if popular mo-
bile payment apps from developed countries performed
well according to our criteria of coverage, readability,
and language availability. To that end, we look at the
two most popular mobile payment apps in the US: Pay-
pal and Venmo. We found that policies covered all 11
principles with only a few exceptions: Paypal had no
coverage of children’s policy, while Venmo did not cover
data minimization or retention. Neither policy covered
employee accountability or enforcement. Venmo’s av-
erage reading grade level was 13.2, while Paypal scored
higher at 14.9. In addition, Paypal’s word count of 3,239
was over 1000 more words than Venmo’s policy (2,065
words). Although both mobile payment apps are used
widely across the US, we were unable to find a privacy
policy in any other language that English. We note that
our sample size of 2 apps means meaningful statistical
analysis is simply not possible. However, these results
are similar to our findings for US banks.

6. IMPROVING MOBILE MONEY PRI-
VACY DISCLOSURES

Our results show that the mobile money industry, as a
whole, does not provide sufficient disclosure of privacy
practices. The question then is how can we improve the
state of privacy disclosure in mobile money? In this sub-
section, we discuss the role that regulation by national
governments as well as industry-driven “self-regulation”
may play in improving this state of affairs. We also dis-
cuss what future improvements to mobile money privacy
policy recommendations should entail. We note that
while we strongly believe improvement is imperative for
mobile money privacy disclosures and privacy practices,
we do not take a strong stance on which path is best.
Finally, we conclude by acknowledging that norms for
privacy vary from culture to culture.

6.1 Regulating Mobile Money Policies

One possible path to improving mobile money privacy
policies is legal regulations in the spirit of the Gramm-
Leach-Bliley Act (GLBA) in the United States. Prior
work by Sheng and Cranor [37] showed that the GLBA
significantly improved the coverage of privacy disclo-
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Figure 7: Language analysis of Mobile Money service policies. Note that 18% of all services (54) and 33% of services
that actually have privacy policies (30) are neither available in the first or second official languages of the country in

which they are deployed.

sures in the US. The data that we present on US poli-
cies confirms this earlier finding: US policies are largely
complete according to the FDIC standards. We do note,
however, that regulation is not a panacea. For example,
some US policies lacked coverage of important infor-
mation. More importantly, regulations about disclosure
do not necessarily minimize data collection or mean that
users have meaningful options about that collection [37].

We note that we are among the first to look at pri-
vacy policies from an international perspective. This
comes with a number of difficulties. For example, each
country will have its own laws, regulations, and local
operating practices. In mobile money this is compli-
cated by the fact that these services can be regulated by
many (sometimes overlapping) agencies. These agencies
include financial regulators, telecommunications regula-
tors, or others [41]. In future work we hope to partner
with experts in law in various countries served by mo-
bile money to determine what, if any existing laws or
regulations could apply to mobile money, and how ef-
fective those mechanisms are. As a case study example
of the role of regulation, we examined India’s privacy
regulations for all businesses (not specific to mobile fi-
nance) as well as the performance of mobile money sys-
tems based in India. These regulations are specified
in a regulation document published by the Ministry of
Communications and Information Technology titled the
“Information Technology (Reasonable security practices
and procedures and sensitive personal data or informa-
tion) Rules, 2011.” [27] This document mandates that
organizations subject to the IT Amendment Act of 2008
must provide privacy notices to users. The regulation
also mandates that those notices contain information
mapping to four of our analysis principles: “Purpose
and Use,” “Examples,” “Security,” and “Sharing Pro-
cess.” We note that the governing regulations for mobile
banking by the Reserve Bank of India make no mention
of privacy practices [34].

We found that all India-based systems we studied had
privacy policies. More importantly we found that their
coverage was among the best of mobile money systems
that had a policy. All discussed the data collection pur-

pose, what data is collected, definitions of terms, third
party sharing, users’ options for data practices, concrete
examples of types of data, data security, and data re-
tention and minimization policies. Three out of four
apps discussed specific third-party data sharing prac-
tices, and one service (Oxigen Wallet) discussed em-
ployee accountability. No Indian services specifically ad-
dressed children’s data privacy. In total, Indian services
had a higher percentage coverage of every privacy pol-
icy principle than mobile money systems from all other
countries (with the exception of children’s data privacy);
they also met the criteria required by the IT law. This
small case study does not causally prove that regulation
leads to better policies, but it does motivate further ex-
ploration of this idea.

Change in mobile money as a result of national reg-
ulations will likely take time, and this is complicated
by several factors. For example, it is not always clear
which entity in a country is responsible for setting and
enforcing policy related to mobile money. Because this
industry does not fall under the same regulatory envi-
ronment as traditional banking, authority is often scat-
tered across multiple parts of a government (e.g., the
telecommunications bureau, the central bank, etc.) [41].
Government-enforced regulations may be made easier
through the upcoming creation of transnational unions
such as the Economic Community of West African States
(ECOWAS), which plans to share a single currency and
set of policies among its 15 member nations by 2020 [14].

Another route to improve privacy disclosures in mobile
money would be through “self-regulation” through an
industry consortium like the GSMA, whose recommen-
dations we use in this paper [43]. Advocates of this
approach argue that those within the industry are best
equipped to determine what users need and balance it
with the needs of that industry. Such “self-regulation”
may not provide the same enforceable guarantees as
government-enforced regulations. In particular, indus-
try groups must strike a balance between representing
their member companies’ interests and in requiring said
companies to change their practices. “Self-regulation”
does have some advantages though. For example, in-
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dustry associations can deploy recommendations faster
than is typically possible for governments, and it can
standardize these recommendations internationally. We
note that industry-based guidance is not necessarily mu-
tually exclusive of national regulation.

6.2 Recommendations for Privacy Policy
Standards

Orthogonal to the question of how to induce change
in mobile money services is specifying “in what ways
should these policies change.”

Expanding Policy Coverage: We believe that the
GSMA standards are a minimal starting point, but rec-
ognize they are deficient in a number of ways. First,
they are woefully underspecified. The principal docu-
ment defining them could be characterized as an “in-
fographic.” Second, the coverage should be expanded
to cover additional areas of concern. These include the
areas of coverage in the FDIC standards: describing
the collection process, providing definitions of impor-
tant terms, providing clear, concrete examples of how
data will be used, and how data will be shared with
third parties. As we discussed earlier, we note that the
FDIC standards are not necessarily ideal, but they pro-
vide a strong starting point for determining a complete
privacy policy. Other standards and guidelines from
governments or consumer protection organizations —
including established privacy policy templates and gen-
erating tools [2-4] — may also be instructive for future
mobile money privacy policy standards.

Expanding User Comprehension: Finally, we note
that for privacy policies to have value, users must be
able to understand how their privacy is affected by us-
ing these services so they can make informed decisions.
As our analysis demonstrates, privacy policies for these
services often lack content and are written in ways that
impair readability. In many cases, significant popula-
tions cannot make decisions as policies are not written
in languages they understand. It is therefore vital that
these policies are not only complete, but written in ways
that allow users to understand how their data is used.

This issue is further amplified by literacy rates that can
vary widely between countries. For example, Qatar’s lit-
eracy rate is over 97% while the literacy rate in Mali is
less than 47% [6]. However, none of the privacy policies
that we examined considered how to effectively commu-
nicate policy details to illiterate customers. In countries
where literacy rates are low, it is important to consider
new ways of making mobile money customers aware of
their privacy rights.

6.3 Cultural Norms for Privacy

Deciding how privacy should be protected across a set
of services that span a wide array of cultures and con-
tinents was not a simple task. In many parts of the
world, especially Europe, privacy is carefully guarded
and assumed to be a human right. Chinese culture, how-
ever, instead often values privacy less when compared
to community, order and governance [24]. Similarly, in

settings where sharing or communal ownership (e.g., of
cell phones) are common, there are different standards
for individual privacy [29].

Accordingly, our selection of the GSMA policies was
made only after careful consideration. In addition, the
GSMA claims to be the embodiment international un-
derstanding on privacy. Instead of attempting to pick a
universal set of values for privacy across mobile money
services, we felt that the best available consensus on the
matter likely comes from the industry itself. That is
not to say that the protections provided by the GSMA,
FDIC or any currently available policy are perfect. Rather,
they form the only available lenses through which we can
observe the current state of global privacy expectations
in the digital financial services space.

We believe that significant work remains to be done in
this space. As efforts towards interoperable services
increase [33], questions about which country’s privacy
rules dominate in cross-border transactions remain unan-
swered. Moreover, methods of communicating such poli-
cies to users whose cultural frame of reference and lit-
eracy may vary widely will also prove challenging.

7. CONCLUSION

Mobile money services provide new abilities for cus-
tomers to use their mobile phones to make payments,
significantly broadening financial inclusion and helping
to raise people out of poverty. However, the privacy
guarantees of these services has remained unexplored.
We conducted a comprehensive analysis on privacy poli-
cies of all 54 mobile money services that provided smart-
phone apps, and compared these policies to the top 50
US banks by assets. We found that although all US
banks had privacy policies, over 44% of mobile money
services had no privacy policy whatsoever. For those
services that did have policies, most were missing key
factors, including privacy principles laid out by industry
groups that these services agreed to uphold. Moreover,
compared to bank policies, mobile money policies were
hampered by being difficult to read, even though they
were on average significantly shorter. Several mobile
money services did not even offer policies written in the
languages used by a majorities of their target popula-
tion. Our study represents a call to action for operators,
governments, and NGOs, to assure that agreed-upon
principles and policies are enforced, expanded upon, and
made accessible to the customers of these services in or-
der to better protect their privacy.
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APPENDIX

PRIVACY POLICY

Privacy Policy

Econet Wireless Zimbabwe and all its associated companies are committed to respecting the: pivacy of your personal data. To demonstrate our commitment, Econet
Wireless Zimbabwe has created this Security and Privacy Statement in arder to communicate its intent to provide effective processes for the appropriate handiing of such
private information and to comply with applicable legisiation that governs the authentication, protection and disclosure of personal information.

Figure 8: EcoCash, which has endorsed the GSMA’s
Code of Conduct, has a very short (68 word) privacy
policy. In its current state, it only meets one of the
GSMA'’s recommendations.
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permitced by law.

Figure 9: TigoPesa (Tanzania)’s short privacy policy
(268 words) is a subsection within TigoPesa’s Terms
and Conditions. In its current state, it only meets one
GSMA principle and one FDIC principle.
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Enter Receiver Number:
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Figure 10: EcoCash mobile money application screen-
shot (obtained from the Google Play Store [1]).
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Table 2: Mobile Money Policies: Principles Included

GSMA FDIC FDIC and GSMA
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Service Name Country A |0l |O|A|H|EBE|IP|ln|l®n|A
Airtel Money India v Vv || v
Bits Uruguay v v
EcoCash Zimbabwe v
eSewa Nepal v v | v vV v v
EZcash Sri Lanka v ViV V|V
FNB South Africa v |V Vi vV |V
GCash Phillipines vViivI|IvI |V | V|V v
IdeaMyCash India v A A IR A A AN AN 4
Indosat Indoneisa v v v |/ v |V
Mcash Singapore v v V9V
mCoin Indonesia v VvV |||
Mdinar Tunisia |V
MobiCash Mali V|V A A IR A A I A 4
Mobile Money NG Nigeria v |V v IV v/
mPay Thailand v v v v |/
Ooredoo Qatar v v VIV |V |/
Orange Money Cote d’Ivoire v v v
Oxigen India v SV
Paga Nigeria v |V VIV |V
Simba Lebanon v
Standard Bank South Africa v v | v IV |V |/
Suvidhaa Money India v vViiviI|iv|v ||| v
Teasy Mobile Nigeria v IV V|V
Tigo Pesa Tanzania v v
Tigo SV El Savador v |/
TPago Dominican Republic v v v
True Money Thailand v |V v
UseBoom Mexico v VIV |/ v/
Zenith Nigeria v Viiv |||
Zuum Brazil v v v | v
No Policies Available:
BKash Bangladesh
Ecash Indonesia
eZuza South Africa
First Monie Nigeria
Fortis Mobile Money Nigeria
Growth Enhancement Support Scheme Nigeria
JCUES Mobile Money Jamaica
Mi Billetera Movil Argentina
Mobile Money Guyana Guyana
MoneyOnMobile India
mService Vietnam
mVola Madagascar
my.wallet Nigeria
Myanmar Mobile Money Myanmar
Oi Carteira Brazil
Pido Nigeria
Pocket Moni Nigeria
Qash Mobile Banking Coéte d’'Ivoire
Ready Cash Nigeria
Splash Cash Sierra Leone
Tigo Honduras Hondurus
Tigo Money Bolivia Bolivia
VCash Nigeria
Wizzit South Africa
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Table 3: Keywords and Phrases

[ Principle [ Key Words and Phrases
Purpose of Data Collection Reasoning, Enhance User Experience, User Experience
Children and Adolescents Children, Children’s Privacy
Accountability and Enforcement Employee, Accountable, Accountability
Collection Process Collect
Definitions Means, Is, Are
Examples Types of Personal Information, Types Of, For Example, Includes
Third Parties Third Party, Third Parties
User Choice and Control Disable, Edit, User Can, Change
Security Security
Sharing Process Share, Sharing Process
Data Minimization and Retention | Minimization, Termination, Continue to share, Retention, Retain
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